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Overview

The Context Toolkit:
Aids development of Context-Enabled applications

An Architectural Framework : AURA
Supports task migration
Resource adaptation
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Purpose
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Context Widgets
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Purpose
Extension of the concepts of toolkits and 
widget libraries in Graphical User Interfaces 
(GUI) into context widgets.

Leverage off existing building blocks to build 
interactive systems that mediate between 
user and applications.
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Contribution
Illustrates the concept of context widgets.
Developed a widget library.
Applied the widgets into an existing 
application.
Developed two context-enabled applications 
with the context-widgets.
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Context
Context

“Environmental information or context covers information 
that is part of an application’s operating environment 
and that can be sensed by the application.”
Includes 

location, 
identity, 
activity and 
state of people, group and objects.
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Context Widget
Live in a distributed architecture.
Monitor environmental information all the time.
Context widgets have a state and a behavior

State: Context information.(e.g. arrival time of a person).
Behavior: Triggers callbacks when environment change is 
detected (e.g. new person arrives).

Benefits
Hide the complexity of the actual sensors from the application(s)
Abstract context information to suit the expected needs of 
applications (e.g., filters detail)
Provide reusable building blocks of context sensing (like GUI 
widgets)
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Context Widget 
Composition: Widgets may consist of any number of 
three components

Generator: Acquires raw context information (e.g. sensor data for 
user ID)
Interpreter: Abstracts that information (e.g. Actual user name)
Server: Aggregate information as a gateway between 
applications.

Figure: The widget gets raw data from two generators G1 and G2 
and requests the services of an interpreter I.
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Context Widget
Communication Across Heterogeneous Components:

Communication model uses HTTP protocol.
Language model uses the ASCII-based Extensible Markup 
Language (XML).

Privacy Concerns: 
A server can be used to encapsulate a privacy manager for its 
given domain.
Personal server can implement privacy restrictions.
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Identity Presence Widget
Reports arrival and departure of people with their identity
and time at the place of it’s specified location.

Current implementation
Dallas Semiconductor’s ibutton.
Users snap it in a reader to notify their presence.
Each button has a unique ID from which the user's  
identity is derived.

Widget Class Identity Presence
Attributes

Location
Identity
Timestamp

Location the widget is monitoring
ID of the last user sensed
Time of the last arrival

Callbacks

PersonArrives  (location, identity, 
timestamp)
PersonLeaves (location, identity, timestamp)

Triggered when a user arrives
Triggered when a user leaves
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Activity Widget
Senses current activity level at a location 
such as a room.

Widget Class Activity

Attribute

Location
Timestamp
AveragedLevel

Location the widget is monitoring
Time of the last change in activity level
Activity Level (none, some, a lot)
Average over a user-specified time interval

Callbacks

ActivityChange(location,AveragedLevel,
timestamp)

Triggered when the activity level changes from one 
level to another

Current implementation uses microphone.
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Some Other Widgets
NamePresence Widget

Similar to IdentityPresence widget but provides user’s actual 
name instead of ID.

PhoneUse Widget
Provides information whether a phone is being used and length 

of use.

MachineUse Widget
Provides information about when a user logs onto or off of a 
computer, his identity and length of his computing

GroupURLPresense Widget
Provides a URL relevant to the research group user belongs to 

when her presence is detected.
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In/Out Board
The board is used to indicate 
which members of the office 
are currently in the building 
and which are not.
Context Information:

a participant’s identity and 
the time at which they arrived 
or departed.

Widget:
IdentityPresence widget 
located at the entrance.
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Information Display
Displays information relevant to the user’s location and 
identity on a display adjacent to the user. 
It activates itself as someone approaches it, and the 
information it displays changes to match the user, her 
research group, and location.
Context Information: 

Location of the display, 
The identity of the user, 
The research group the user belongs to and 
Any particular information the research group needs.

Widget: Uses GroupURLPresence Widget.
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DUMMBO(Dynamic Ubiquitous Mobile Meeting) Meeting 
Board

An instrumented digitizing 
whiteboard to support meetings
Captures audio and whiteboard 
drawings.
The context information: 

the participants’ identities, 
the time of when they arrived at or left 
the mobile whiteboard, and 

The location of the mobile whiteboard. 
Uses multiple NamePresence
widgets.
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Conclusion
Introduced context toolkit that supports the 
development of context-enabled applications.
Separates concerns between context sensing 
and application semantics.
Applied context widgets in In/Out board, 
DUMMBO and Information display 
applications.
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Aura: An Architectural Framework for User 
Mobility in Ubiquitous Computing Environments

João Pedro Sousa 
David Garlan

School Of Computer Science
Carnegie Mellon University

http://www-2.cs.cmu.edu/~aura/
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User Mobility

Fred

Fred is leaving for his office
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Purpose
Support of user mobility is one of the most 
important challenges for architectural design.
Current Architectural frameworks assumes 
homogeneous computing and does not support

Diverse capabilities of each environment
Dynamic variation of capabilities and recourses in the 
environment.

Today's systems distract a user in many explicit 
and implicit ways, thereby reducing his 
effectiveness.
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Contribution
Finds out inadequacy of present architectural 
designs for supporting ubiquitous computing.
Presented a new architectural framework 
able to fulfill needs of ubiquitous computing 
more than traditional designs.
Implemented the architectural framework as 
central component of project AURA.
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Key features of the architectural framework

Users tasks are represented
as coalitions of abstract services.
explicitly and autonomously from a specific environment.

Environments are equipped to self-monitor and 
renegotiate task support to handle dynamic 
variation of capabilities and resources.
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Personal Aura
Personal Aura acts as a proxy for mobile user.
It marshals appropriate resources for 
corresponding user at the time of his entering 
into a new environment.(e.g. for text editing 
Microsoft word or Emacs).
Captures constraints that the physical context 
around the user imposes on tasks. (e.g. 
bandwidth).
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Component of Architecture Framework
Task Manager (Prism)
Context Observer
Environment Manager
Supplier of Services

Figure: Aura Bird’s eye view
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Service Suppliers
Provide abstract services that tasks are 
composed of.
Implemented by wrapping existing 
applications and services to conform to Aura 
API’s.

Example:
Microsoft Word and Notepad can be wrapped as 
supplier of text editing services.
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Environment Manager
Embodies the gateway to the environment.
Suppliers are registered in with local 
environment manager.
Environment manager selects service 
supplier matching better to user’s 
preferences on request for services.
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Context Observer
Provides information on physical context.
Reports relevant events in the physical 
context back to Task Manger and 
Environment Manager.
Depending on the sensors deployed in the 
environment may have different degree of 
sophistication.
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Task Manager (Prism)
Minimize user distractions in four changes:

User moves to another environment
Migrates all task information to new environment
Negotiates task support with new environment manager

Environment Change
Monitors quality of service
Queries Environment manager for alternative configuration if 
needed. 

Task Change
Saves the state of interrupted task
Instantiated new task

Context change
Adjusts or suspends parts of task affected by context change
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AURA at WORK

Fred

Fred is leaving for his office
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AURA at WORK

Fred is at his office
Fred
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AURA at WORK

Fred goes from home to the office
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Conclusion
Presented an architectural framework.
The framework allows:

A user to preserve continuity of his/her work when 
moving between environments.
An ongoing task to adapt with dynamic resource 
variability.

Capabilities encapsulated in components.
Prototype has been implemented.
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Discussion
Do you think AURA framework handles personal 
preference and intention appropriately?
“Traditional approaches to handling resource variability in 
applications attempt to address the problem by imposing 
uniformity on the environment”- Do you think AURA 
framework actually differ from that? If so, why?
What kind of security problem may remain in AURA 
framework?
Context toolkit supports environment data change. Do you 
think only environmental data change is sufficient to use 
these widgets in real world?
What other dynamism can be added to context toolkit?


